
Integrated Report 2024 110

We have identified “top risks” (i.e., risks that are recognized to have 
a major potential impact on the Mizuho group) as follows, while 
taking into consideration factors such as changes in the internal 
and external business environment, and risks with the potential to 
manifest in the future (emerging risks).

In fiscal 2024, we face the prospect of an acceleration in global 
decoupling due to election results in various countries and 
heightened geopolitical risks, as well as lingering uncertainty 
regarding global inflation and the direction of monetary policy. In 
this context, we have carried out a revision of our risk scenarios, 
changing “continuation of high inflation and spillover to credit risk” 
and “a shift in monetary policy and growing fiscal concerns” to 
”resurgence of inflation and economic slowdown in the US and 
Europe” and “rising prices, interest rates, and expanding fiscal 

concerns in Japan” respectively, as well as revising the scenarios 
for ”escalating US-China conflict and sluggish Chinese economy” 
and “global decoupling and growing geopolitical risks”. We are also 
revising risk scenarios for related top risks in light of the potential 
medium to long-term emergence of risks associated with elevated 
demands and expectations for financial institutions with regard to 
loss of nature, and risks arising from the expanding use of AI.

For designated top risks, we have decided on additional risk control 
measures, including measures for preventing the designated top 
risks and follow-up responses, and we are monitoring the status of 
risk control throughout the fiscal year and reporting to the Risk 
Committee and Board of Directors.
 (Please see p. 93 for more on our management of top risks.)

Management of top risks

Top risks
Primary risk control measures

Risk event Risk scenario

Resurgence of inflation 
and economic slowdown 
in the US and Europe

⃝��Cooling of the economic climate, with demand in decline as the impact of high interest rates 
becomes more pronounced; concurrent resurgence of inflation driven by rising resource 
prices as geopolitical conditions worsen
⃝��Expansion of market-related losses and increasing difficulty of foreign currency procurement 

as a consequence of further interest rate rises in the US and Europe; tightening of the fiscal 
environment, triggering an economic slowdown and increase in credit costs and RWA 

⃝��Credit risk: Monitor real estate-related credit conditions in Japan and 
internationally, and conduct trial calculations of the impact of 
changes in monetary policy in Japan and emergence of geopolitical 
risk
⃝��Market risk: Conduct sound risk monitoring and dynamic reviews of 

investment policies associated with rising US interest rates
⃝��Foreign currency liquidity risk: To ensure early detection of shifts in 

the global environment, conduct multifaceted daily monitoring through 
foreign currency liquidity stress tests using early warning indicators 
and currency- and location-specific data, and pursue continued 
improvement thereof

Rising prices, interest 
rates, and expanding 
fiscal concerns in Japan

⃝��Rising prices as a consequence of resource price increases, talent shortages, and the weak 
Japanese yen, leading to sluggish consumption rather than a positive cycle of wages and 
prices; concurrent raising of interest rates and slowdown of the economy
⃝��Increased credit costs and worsening market-related losses resulting from economic 

slowdown and interest rate rises in Japan; consequent rise in interest payments on 
government bonds, heightening financial concerns.

Escalating US-China 
conflict and sluggish 
Chinese economy

⃝��US-China conflict reflecting economic security and human rights and the Taiwan situation in 
the context of growing global instability, restraining investment in China and nearby regions 
and obstructing continuous economic growth 
⃝��Credit-related expenses increasing through worsening corporate performance with the 

stagnation of the Chinese economy due to the delayed response to the prolongation of the 
real estate market slump, excessive debt, and other structural problems

Global decoupling and 
growing geopolitical 
risks

⃝��Acceleration of global decoupling and destabilization of the international order with 
conditions worsening in Ukraine and the Middle East, countries sharpening their “own 
country first” stances, and public sentiment inflamed by the spread of misinformation, leading 
to heightened military tension in each region of the world
⃝��Downward pressure on growth potential of the global economy and profitability of companies 

due to disruption of supply chains and obstacles to the international business development of 
global companies

Worsening impact of 
climate change

⃝��Increasing climate-related risks due to delayed response to climate change by each country 
and company, the return to coal-fired thermal power, and the loss of nature, leading to stricter 
regulation and supervision of financial institutions 
⃝��Loss in corporate value attributable to increased criticism from insufficient efforts by the 

Mizuho group to respond to environmental and social issues such as loss of nature, and to 
manage transition and physical risks

⃝��Formulate plans for climate-related risk management
⃝��Implement risk control of carbon-related sectors
⃝��Monitor regulatory trends, trends at other banks, and other main 

changes in the external environment
⃝��Revise our Environmental and Social Management Policy for 

Financing and Investment Activity

IT system failures
⃝��System failures resulting from factors such as human negligence, hardware failures, or 

disasters causing wide-spread inconvenience or disadvantage to customers and damaging 
trust, leading to the loss of business opportunities

⃝��Framework for the firm establishment of initiatives to prevent system 
failures and strengthen response capabilities, and further measures 
for enhancement
⃝��System risk monitoring from multifaceted perspectives

Cyberattacks

⃝��Attacks by specific countries for intelligence activities or sabotage, by criminal or terrorist 
organizations for monetary demands, or through the malicious use of AI, that result in 
suspension of services, exposure of information, and/or unauthorized fund transfers, causing 
wide-spread inconvenience or disadvantage to customers and damaging trust, leading to the 
loss of business opportunities

⃝��Promote the sophistication of cybersecurity management systems, 
including those of the group, the global, and third parties, through 
measures such as identifying vulnerabilities, strengthening monitoring 
systems, strengthening incident response capabilities, and developing 
governance systems.

Money laundering / 
Financing of terrorism

⃝��Financial services being misused for criminal acts, resulting in criticism from the international 
community, damaging trust with customers and with other financial institutions, and leading 
to the loss of global business opportunities

⃝��Improve the ability to grasp risk conditions, strengthen risk mitigation 
measures for high-risk customers, products, and services, strengthen 
the control system for offices outside Japan, and otherwise promote 
upgrading of the structure for countermeasures to money laundering, 
etc.

Improper acts and 
omissions by executive 
officers/employees

⃝��Damage to trust and loss of business opportunities stemming from criticism accompanying 
the occurrence in or outside Japan of legal/regulatory infractions, business operations that 
are not customer-oriented, and other improper acts and omissions that are not consistent 
with the social responsibility and duty sought by the Mizuho group, or out of line with social 
norms

⃝��Analyze the causes when an incident occurs and formulate 
improvement measures 
⃝��Enhance predictive management toward reducing instances of 

misconduct

Stagnation of sustainable 
growth due to talent 
shortages

⃝��Decline in human capital due to outflow of talent in a more active labor market, slump in 
recruitment as the working-age population declines, and delayed cultivation of specialized 
talent, leading to inadequate talent portfolio development

⃝��Promote efforts to improve employees’ sense of fulfillment through 
reducing long working hours and career development support, and 
strengthen recruitment from outside the company 
⃝��Revise the definition of human capital risk and improve monitoring 

methods for the management of human capital risk

Changes in the 
competitive environment

⃝��Changes in the competitive environment due to the emergence of new services along with 
deregulation and technological innovations such as the use of generative AI, the entry of 
companies from other industries, and the changing needs of customers with heightened 
awareness of sustainability, damaging the Mizuho group’s business foundations

⃝��Strengthen talent development, formulate AI ethics policies toward 
the utilization of AI, and establish governance systems

Note: The risks described here are only some of the possible risks we are aware of. For more comprehensive information on the Mizuho group’s risks, please refer to the annual securities report, Form 
20-F, and other related documents.

Risk management structure
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■ Framework for allocating risk capital

Capital

Mizuho Financial Group  

Financial strength 
of the group

Risk exposure of the group
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Other risks

*Includes the risk exposure of group companies that are managed by core group companies

Mizuho Bank

Mizuho Trust & Banking

Mizuho Securities

Mizuho Americas

Mizuho Bank

Examples

Setting of upper limits based on risk capital and exercise of 
control over various risks
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to 
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Group companies

Operational risk

Stock price risk

Market risk

Mizuho Trust & Banking

Mizuho Americas

Mizuho Securities

Comprehensive risk management

At Mizuho, under the basic approach to the implementation of our 
RAF, we maintain a comprehensive risk management structure 
ascertaining and assessing overall risk and restricting risk to within 
a range that is permissible for business.

Under the comprehensive risk management structure, we classify 
and manage the risks that arise in our businesses according to the 
various kinds of risk, including credit risk, market risk, liquidity risk, 
and operational risk. Moreover, our group companies manage risk 
appropriately according to the nature of their risk, such as 
settlement risk, trust banking operations risk, and similar. When 
considering the adoption of new products and services, we check 
predetermined specific criteria relating to the characteristics of 
each risk, and institute countermeasures as required.

We have also put in place a system whereby each Mizuho Financial 
Group company conducts risk management appropriate for the 
company's business operations and scope and status of risk, and 

Mizuho Financial Group, as the holding company, oversees risk 
management across the whole group.

The Risk Management Committee chaired by the Group Chief Risk 
Officer (Group CRO), which meets monthly, provides integrated 
monitoring and management of the overall risk for the Mizuho 
group. The Group CRO reports the risk management situation to the 
Board of Directors, the Risk Committee, and the Executive 
Management Committee regularly and as necessary. In addition, 
Mizuho Financial Group receives reports and applications for 
approval concerning the risk management situation from our core 
group companies* and gives them appropriate instructions 
concerning risk management as necessary.

*  Mizuho Bank, Mizuho Trust & Banking, Mizuho Securities, Mizuho Research & 
Technologies, Asset Management One, Mizuho Innovation Frontier, Mizuho 
Americas, Custody Bank of Japan, MI Digital Services, and Mizuho Leasing.

 Comprehensive risk management systems

At Mizuho, under the risk capital allocation framework, we 
endeavor to obtain a clear grasp of the group’s overall risk 
exposure and implement measures to make sure this exposure is 
within limits that are acceptable.

More specifically, we allocate risk capital to our core group 
companies (including their subsidiaries) to control risk within the 
limits set for each company. We also control risk within acceptable 
limits by working to ensure that the overall risk on a consolidated 

basis does not exceed our financial capacity. To ensure the ongoing 
financial soundness of Mizuho Financial Group and our core group 
companies we regularly monitor as necessary the manner in which 
risk capital is being used in order to obtain an accurate grasp of the 
risk profile within this framework. Reports are also submitted to the 
board of directors and other committees of each company. Risk 
capital is allocated to Mizuho Bank, Mizuho Trust & Banking, 
Mizuho Securities, and Mizuho Americas by risk category, and is 
further allocated within their respective business units.

 Risk capital allocation

Risk culture
Through our risk appetite framework (RAF), we manage strategy 
and risk in an integrated manner and aim to achieve the optimal risk 
and return through appropriate risk-taking and risk control. 

Implementing appropriate risk-taking and risk control requires that 
a sound risk culture is firmly established among executive officers 
and employees. In order to enable all of our people to act on the 
basis of accurate judgments informed by high sensitivity to and 
knowledge of risk, Mizuho has prescribed the “basic stance toward 

dealing with risk” in the Mizuho Code of Conduct as a guideline for 
behavior when dealing with risk.

We are conducting training programs for all employees to make 
these initiatives known and foster a healthy risk culture. We are 
also providing a framework for soliciting feedback on risk 
management from employees during training, and striving to 
improve our approach to risk management.

Mizuho Financial Group111
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Credit risk management

Individual credit management

1. Credit codes
The basic code of conduct for all of our executive officers and 
employees engaged in the credit business is set forth in our credit 
code. Seeking to fulfill the bank’s mission and social responsibilities, 
our basic policy for credit business is determined in light of 
fundamental principles focusing on public welfare, safety, growth, 
and profitability.

2. Internal rating system
One of the most important elements of the risk management 
infrastructure of our principal banking subsidiaries is the use of an 
internal rating system that consists of credit ratings and pool 
allocations. Credit ratings consist of obligor ratings which represent 
the level of credit risk of the obligor, and transaction ratings which 
represent the possibility of ultimately incurring losses related to 
each individual claim by taking into consideration the nature of any 
collateral or guarantee and the seniority of the claim.

In principle, obligor ratings apply to all obligors and are subject to 
regular reviews at least once a year to reflect promptly the fiscal 
period end financial results of the obligors, as well as special 
reviews as required whenever an obligor’s credit standing changes. 
This enables our principal banking subsidiaries to monitor both 
individual obligors and the status of the overall portfolio in a timely 
fashion. Because we consider obligor ratings to be an initial phase 
of the self-assessment process regarding the quality of our loans 

and off-balance-sheet instruments, such obligor ratings are closely 
linked to the obligor classifications and are an integral part of the 
process for determining the provision for credit losses on loans and
charge-offs in our self-assessment of loans and off-balance-sheet 
instruments. (Please refer to the chart on the next page regarding 
the connection between obligor ratings, definition of obligor 
classifications of self-assessments, non-performing loans based on 
the Banking Act and the Financial Reconstruction Act).

To assign obligor ratings, we have a quantitative evaluation system 
(rating model) in place to enable proper assessment of an obligor’s 
credit standing. The system gives a quantitative rating to an obligor 
based on obligor-specific characteristics such as type of business 
(corporation or individual) and geography (in Japan or outside 
Japan). We categorize our rating models for companies in Japan 
into those for large companies and those for small and medium-
sized companies. The former consist of 13 models according to 
industry-specific factors, while the latter consist of three models. 
For companies outside Japan, we utilize nine models.

These were developed by the Credit Risk Management Department 
based on a statistical methodology and approved by the CRO.

Pool allocations are applied to small claims that are less than a 
specified amount by pooling obligors and claims with similar risk 
characteristics and assessing and managing the risk for each such 

Our Board of Directors determines the Mizuho group’s basic 
matters pertaining to credit risk management. In addition, the Risk 
Management Committee broadly discusses and coordinates 
matters relating to basic policies and operations in connection with 
credit risk management and matters relating to credit risk 
monitoring for the Mizuho group. Under the control of the Group 
CRO, the Credit Risk Management Department and the Risk 
Management Department jointly monitor, analyze, and submit 
suggestions concerning credit risk and formulate and execute plans 
in connection with basic matters pertaining to credit risk 
management.

Our principal banking subsidiaries and other core group companies 
manage their credit risk according to the scale and nature of their 
exposures in line with basic policies set forth by Mizuho Financial 
Group. The board of directors of each company determines key 
matters pertaining to credit risk management.

The Balance Sheet & Risk Management Committee and the Credit 
Committee, each of which is a business policy committee of our 
principal banking subsidiaries, are responsible for discussing and 
coordinating overall management of their individual credit portfolios 
and transaction policies towards obligors. The respective Chief Risk 
Officers (CRO) of our principal banking subsidiaries are responsible 
for matters relating to planning and implementing credit risk 
management. The credit risk management departments of our 
principal banking subsidiaries are in charge of planning and 
administering credit risk management and conducting credit risk 
measuring and monitoring. Such departments regularly present 
reports regarding their risk management situation to Mizuho 
Financial Group. The credit departments of our principal banking 
subsidiaries determine policies and approve/disapprove individual 
transactions in terms of credit review, credit management and 
collection from obligors in accordance with the lines of authority 
set forth respectively by our principal banking subsidiaries. In 
addition, our principal banking subsidiaries have established 
internal audit groups that are independent of the business 
departments in order to ensure appropriate credit risk management.

 Credit risk management structure

We have adopted two different but mutually complementary 
approaches to credit risk management. The first approach is 
“individual credit management”, in which we manage the process 
for each individual transaction and individual obligor from execution 
until collection, based on our assessment of the credit quality of the 

obligor. Through this process, we curb losses in the case of a credit 
event. The second is “credit portfolio management”, in which we 
utilize statistical methods to assess the potential for losses related 
to credit risk. Through this process, we identify credit risks and 
respond appropriately.

 Credit Risk Management Method

 Basic approach

We define credit risk as the Mizuho group’s exposure to the risk of 
losses that may be incurred due to a decline in, or total loss of, the 
value of assets (including off-balance-sheet instruments), as a 
result of deterioration in obligors’ financial position.

Mizuho Financial Group manages credit risk for the group as a 
whole. Specifically, Mizuho Financial Group establishes the group’s 
fundamental credit risk policy to manage major group companies, 
and monitors and manages the credit risks of the group as a whole.
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pool. Our principal banking subsidiaries efficiently manage credit 
risk and credit screening by dispersing a sufficient number of small 
claims within each pool.

Our principal banking subsidiaries generally review the 
appropriateness and effectiveness of our approach to obligor 
ratings and pool allocations once a year in accordance with 
predetermined procedures, which is audited by the Internal Audit 
Group.

Mizuho Financial Group defines a restructured loan as a loan 
extended to a watch obligor when the following conditions are met: 
an obligor is experiencing financial difficulties and lending 
conditions were amended favorably to the obligor such as allowing 
interest rate reduction, postponement of principal repayment/
interest payment, debt forgiveness, etc.

An overdue loan is defined as a loan for a watch obligor of which 
the loan principal or interest is overdue for three months or more 
following the contractual payment date.

Definition of 
obligor 

classifications of 
self-assessment

Obligor
ratings
(major

category)

Definition of ratings Category I
(non-categorized) Category II Category III Category IV

(non-collateralized)
Non-performing loans based on 

the BA and the FRA

Normal
obligors

A1—A3
Obligors whose certainty of debt fulfillment 
is very high, hence their level of credit risk 
is excellent.

All credit given 
to normal 
obligors. Normal claims

B1—B2

Obligors whose certainty of debt fulfillment 
poses no problems for the foreseeable 
future, hence their level of credit risk is 
sufficient.

C1—C3
Obligors whose certainty of debt fulfillment 
and their level of credit risk pose no 
problems for the foreseeable future.

D1—D3

Obligors whose current certainty of debt 
fulfillment poses no problems, however, 
their resistance to future environmental 
changes is low.

Watch
obligors

E1 Obligors who require close watching going 
forward because there are problems with 
their borrowings, such as reduced or 
suspended interest payments, problems 
with fulfillment such as de facto 
postponements of principal or interest 
payments, or problems with their financial 
positions as a result of their poor or 
unstable business conditions.

Credit to obligors 
which has 
pledged 
collateral or is 
covered by 
guarantees, 
considered of 
high quality, 
such as deposit 
collateral.

Credit given to 
watch obligors 
other than those 
included in 
category I.

E2
R

Claims for 
special 
attention

Restructured 
loans

Loans past due 
for 3 months or 
more

Intensive 
control

obligors
F1

Obligors who are not yet bankrupt but are in 
financial difficulties and are deemed to be 
very likely to go bankrupt in the future 
because they are finding it difficult to make 
progress in implementing their management 
improvement plans (including obligors who 
are receiving ongoing support from financial 
institutions).

Credit to obligors 
which is covered 
by general 
collateral, such 
as real estate 
and guarantees.

Credit given to 
intensive control 
obligors other 
than those 
included in 
category I and 
category II.

Claims with collection risk

Substantially
bankrupt
obligors

G1

Obligors who have not yet gone legally or 
formally bankrupt but who are substantially 
bankrupt because they are in serious financial 
difficulties and are not deemed to be capable 
of restructuring.

The difference 
between the 
assessed value 
and market value 
of collateral on 
credit to bankrupt 
and substantially 
bankrupt obligors 
(i.e., the portion 
of loans for 
which final 
collection 
problems or 
losses are 
anticipated).

Credit to 
bankrupt and 
substantially 
bankrupt 
obligors, other 
than those in 
category I, 
category II and 
category III 
(credit that is 
judged to be 
unrecoverable or 
without value).

Claims against bankrupt and 
substantially bankrupt obligors

Bankrupt
obligors H1 Obligors who have already gone bankrupt, 

from both a legal and/or formal perspective.

■  Connection between obligor ratings, definition of obligor classifications of self-assessments, non-performing loans based on the Banking Act (BA) 
and the Financial Reconstruction Act (FRA)

Normal obligors Calculate the value of estimated loss based on the probability of failure over the coming year for loans by obligor rating and appropriate it for the general provision for credit 
losses on loans and off-balance-sheet instruments.

Watch obligors
Calculate the estimated loss on loans based on the probability of failure over the next three years and appropriate it for the general provision for credit losses on loans and 
off-balance-sheet instruments. Further, in regard to special attention obligors, for obligors with large claims more than a certain amount, if the cash flow from the return of 
principal and interest payments can reasonably be estimated, set up a provision for credit losses on loans and off-balance-sheet instruments under the DCF method.

Intensive control 
obligors

Provide an amount for specific provision for credit losses on loans and off-balance-sheet instruments as calculated by one of the following methods after deducting amounts 
anticipated to be recoverable from the sale of collateral held against the claims and from guarantors of the claims: a) an amount calculated based on the overall ability of the 
obligor to pay, or b) the estimated loss calculated on the basis of the balance and the probability of failure over the next three years.

Further, for obligors with large claims more than a certain amount, if the cash flow from the return of principal and interest payments can reasonably be estimated, set up a 
provision for credit losses on loans and off-balance-sheet instruments under the DCF method.

Substantially 
bankrupt obligors Provide the entire balance after deducting amounts anticipated to be recoverable from the sale of collateral held against the claims and from guarantors of the claims for 

specific provision for credit losses on loans and off-balance-sheet instruments, or charge-off the entire balance.
Bankrupt obligors

■ Methods for provision for credit losses on loans and off-balance-sheet instruments and charge-offs
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1. Risk measurement
We use statistical methodologies that involve a risk measurement 
system (enterprise value corporate valuation model, holding period 
of one year) to manage the possibility of losses by measuring the 
expected average loss for a one-year risk horizon (“Expected Loss”) 
and the maximum loss within a certain confidence interval (“Credit 
VAR”). The difference between Expected Loss and Credit VAR is 
measured as the credit risk amount (“Unexpected Loss”).

The risk measurement system covers the following account items 

Credit portfolio management
reported by each Mizuho Financial Group company: credit 
transactions including loans and discounts; securities; obligors’ 
liabilities for acceptances and guarantees; deposits and foreign 
exchange; derivatives including swaps and options; off-balance-
sheet items including commitments; and other assets involving 
credit risk.

In establishing transaction spread guidelines for credit transactions, 
we aim to ensure an appropriate return from the transaction in light 
of the level of risk by utilizing credit cost data as a reference.

Also, we monitor our credit portfolio from various perspectives and 
set guidelines noted below so that losses incurred through a 
hypothetical realization of the full Credit VAR would be within the 
amount of risk capital and loan loss reserves.

2. Risk control methods
Our principal banking subsidiaries have established guidelines to 
manage “credit concentration risk”, which stems from granting 
excessive credit to certain corporate groups. Our principal banking 
subsidiaries also set the credit limit based on a verification of the 
status of capital adequacy. In cases where the limit is exceeded, 
our principal banking subsidiaries will formulate a handling policy 
and/or action plan.

In addition to the above, our principal banking subsidiaries monitor 
total credit exposure, credit exposure per rating, credit 
concentration per corporate group, geographic area, and business 
sector to make a periodical report to the Balance Sheet & Risk 
Management Committee and the Credit Committee.

4. Credit review
Prevention of new impaired loans through routine credit 
management is important in maintaining the quality of our overall 
loan assets.

Credit review involves analysis and screening of each potential 
transaction within the relevant business department. In case the 
screening exceeds the authority of the department, the credit 
department in charge at headquarters carries out the review. We 
have specialist departments for different industries, business sizes, 
and regions, which carry out timely and specialized examinations 
based on the characteristics of the client and its market, and 
provide appropriate advice to the business department.

In addition, in the case of obligors with low credit ratings and high 
downside risks, the business department and credit department 
jointly clarify their credit policy and in appropriate cases assist the 
obligors at an early stage in working towards credit soundness.

3. Self-assessment, provision for credit losses on loans and off-
balance-sheet instruments and charge-offs

We conduct self-assessment of assets to ascertain the status of 
assets both as an integral part of credit risk management and in 
preparation for appropriate accounting treatment, including 
provision for credit losses on loans and off-balance-sheet 
instruments and charge-offs. During the process of self-
assessment, obligors are categorized into certain groups taking into 
consideration their financial condition and their ability to make 
payments, and credit ratings are assigned to all obligors, in 
principle, to reflect the extent of their credit risks. The related 
assets are then categorized into certain classes based on the risk 
of impairment. This process allows us to identify and control the 
actual quality of assets and determine the appropriate accounting 
treatment, including provision for credit losses on loans and 
off-balance-sheet instruments and charge-offs. Specifically, the 
credit risk management department of each of our principal 
subsidiaries is responsible for the overall control of the self-
assessment of assets of the respective banking subsidiaries, 
cooperating with the administrative departments specified for each 
type of asset, including loan portfolios and securities, in executing 
and managing self-assessments. In our assessment of the 
probability of obligor bankruptcy, we deem an obligor that is rated 
as being insolvent or lower as being bankrupt.

■ Loss distribution

Frequency

Credit VAR

Unexpected Loss

Loss amount

Expected
Loss

This amount depends on the confidence interval. 
For example, if the confidence interval is set at 
99%, it is the 9,900th smallest loss figure out of 
10,000 trials.

Average
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Market risk management

We define market risk as the risk of losses incurred by the group 
due to fluctuations in interest rates, stock prices, and foreign 
exchange rates. Our definition includes the risk of losses incurred 
when it becomes impossible to execute transactions in the market 
because of market confusion or losses arising from transactions at 
prices that are significantly less favorable than usual.

Mizuho Financial Group manages market risk for the Mizuho group 
as a whole. Specifically, Mizuho Financial Group establishes the 
fundamental risk management policy for the entire group, manages 
the market risk of our principal banking subsidiaries and other core 
group companies, and monitors how the group’s market risk is 
being managed as a whole.

 Basic approach

Our Board of Directors determines basic matters pertaining to 
market risk management policies. The Risk Management Committee 
of Mizuho Financial Group broadly discusses and coordinates 
matters relating to basic policies in connection with market risk 
management, market risk operations, and market risk monitoring. 
The Group CRO is responsible for matters relating to market risk 
management planning and operations.

The Risk Management Department of Mizuho Financial Group is 
responsible for monitoring market risk, reporting and analyzing, 
making proposals, setting limits and guidelines, and formulating and 
implementing plans relating to market risk management.

As for the situation of market risk, the Risk Management 
Department submits reports to our President & Group CEO on a 
daily basis and to our Board of Directors on a regular basis. For the 
purpose of managing the market risk of our principal banking 
subsidiaries and other core group companies, the department 
regularly receives reports from each of them to properly identify 
and manage their market risk. These subsidiaries and core group 
companies, which account for most of the Mizuho group’s exposure 
to market risk, establish their basic policies based on ours, and their 
boards of directors determine important matters relating to market 
risk management.

 Market risk management structure

To manage market risk, we set limits that correspond to risk capital 
allocations according to the risk profile of each of our principal 
banking subsidiaries and other core group companies and thereby 
prevent the overall market risk we hold from exceeding our financial 

strength represented by capital and other indicators. The amount of 
risk capital allocated to market risk corresponds to value-at-risk 
(VAR) and additional costs that may arise in order to close relevant 
positions.

 Market risk management method

When the above mentioned limits are set, various factors are taken 
into account, including business strategies, historical limit usage 
ratios, risk-bearing capacity (profits, equity capital, and risk 
management framework), profit targets, and the market liquidity of 
the products involved. The limits are determined after being 
discussed and coordinated by the Risk Management Committee, 

discussed further by the Executive Management Committee. For 
trading and banking activities, we set limits for VAR and for losses. 
For banking activities, we set position limits based on interest rate 
sensitivity (10 BPV) as needed. An excess over any of these limits is 
immediately reported and addressed according to a pre-determined 
procedure.

Setting limits

To provide a system of mutual checks and balances in market 
operations, we have established middle offices specializing in risk 
management that are independent of front offices which engage in 
market transactions and of back offices which are responsible for 
book entries and settlements. When VAR is not adequate to control 

risk, the middle offices manage risk using additional risk indices, 
carry out stress testing, and set stop loss limits as needed. We 
monitor market liquidity risk for individual financial products in the 
market while taking turnover and other factors into consideration.

Monitoring

Mizuho Financial Group115



Integrated Report 2024 116

We use the VAR method, supplemented with stress testing, as our 
principal tool to measure market risk. The VAR method measures 
the maximum possible loss that could be incurred due to market 
movements within a certain time period (or holding period) and 
degree of probability (or confidence interval).

Trading activities
VAR figures for our trading activities are based on the following:

• historical simulation method;
• confidence interval: one-tailed 99.0%;
• holding period of one day; and
• historical observation period of three years.

The following tables show the VAR figures for our trading activities 
by risk category for the fiscal years ended March 31, 2022, 2023, and 
2024 and as of March 31, 2022, 2023, and 2024:

The following graph shows VAR figures for our trading activities for 
the fiscal year ended March 31, 2024:

The following table shows VAR figures for our trading activities for 
the fiscal years indicated:

(¥ billion)

Fiscal 2021

Daily average Maximum Minimum As of March 31

Interest rate 3.8 5.7 2.8 4.0

Foreign exchange 0.5 1.5 0.3 1.0

Equities 0.8 4.9 0.2 1.1

Commodities 0.0 0.1 0.0 0.0

Total 4.3 10.2 2.9 5.3

Fiscal 2022

Daily average Maximum Minimum As of March 31

Interest rate 4.6 7.2 2.7 7.2

Foreign exchange 0.8 1.6 0.4 0.9

Equities 1.1 2.0 0.4 1.0

Commodities 0.1 0.7 0.0 0.7

Total 5.3 8.3 3.1 7.0

Fiscal 2023

Daily average Maximum Minimum As of March 31

Interest rate 4.4 9.1 2.7 3.3

Foreign exchange 0.9 1.9 0.2 0.6

Equities 2.0 4.6 0.3 0.5

Commodities 0.3 0.5 0.1 0.4

Total 5.6 9.2 3.3 3.4

(¥ billion)

Fiscal 2021 Fiscal 2022 Fiscal 2023 Change

As of fiscal year end 5.3 7.0 3.4 (3.6)

Maximum 10.2 8.3 9.2 0.9

Minimum 2.9 3.1 3.3 0.1

Average 4.3 5.3 5.6 0.2

 VAR by risk category (trading activities)

 VAR (trading activities)

 Fiscal 2023 VAR (trading activities)

(VAR: billions of yen)
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Status of Mizuho Financial Group’s market risk

 Value-at-risk
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Non-trading activities
The VAR figures for our banking activities are based on the same 
conditions as those of trading activities, but the holding period is one 
month. In addition, as for risk management of banking activities, it is 
important to properly measure interest rate risk so that we calculate 
interest rate risk using appropriate methods such as recognizing demand 
deposits as “core deposits”.

The following graph shows the VAR figures for our banking activities 
excluding our cross-shareholdings portfolio for the fiscal year ended 
March 31, 2024:

 Fiscal 2023 VAR (banking activities)
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The following table shows the VAR figures for our banking activities for 
the fiscal years indicated:

 VAR (banking activities)
(¥ billion)

Fiscal 
2021

Fiscal 
2022

Fiscal 
2023 Change

As of fiscal 
year end 209.7 223.5 319.0 95.5

Maximum 321.9 392.2 336.5 (55.7)

Minimum 191.0 152.1 185.9 33.8

Average 266.0 217.6 281.2 63.5

Characteristics of VAR model
VAR is a commonly used market risk management technique.
However, VAR models have the following shortcomings:

• By its nature as a statistical approach, VAR estimates possible 
losses over a certain period at a particular confidence level using 
past market movement data. Past market movement, however, is 
not necessarily a good indicator of future events, particularly 
potential future events that are extreme in nature.

• VAR may underestimate the probability of extreme market 
movements.

• The use of a 99.0% confidence level does not take account of, nor 
makes any statement about, any losses that might occur beyond 
this confidence level.

• VAR does not capture all complex effects of various risk factors 
on the value of positions and portfolios and could underestimate 
potential losses.

Cross-shareholdings portfolio management activities
We take the market risk management approach with use of VAR and risk 
indices for cross-shareholdings portfolio management activities to 
properly manage stock price risk. Specifically, we monitor VAR 
measurements and the state of risk capital on a daily basis.
Moreover, in order to control stock price risk, we are working on the 
reduction of cross-shareholdings through careful negotiations with 
counterparties.

Back testing
In order to evaluate the effectiveness of market risk measurements 
calculated using the VAR method, we carry out regular back tests to 
compare VAR with assumptive profits and losses.

 Stress testing
Because the VAR method is based on statistical assumptions, we 
conduct stress testing to simulate the levels of losses that could be 
incurred in cases where the market moves suddenly to levels that 
exceed these assumptions.
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We define liquidity risk as the risk of losses arising from funding 
difficulties due to deterioration of our financial position that make it 
difficult for us to raise necessary funds or force us to raise funds at 
significantly higher interest rates than usual.

Mizuho Financial Group manages liquidity risks for the Mizuho group as a 
whole. Specifically, Mizuho Financial Group establishes a fundamental 
liquidity risk management policy for the entire group, manages the 
liquidity risk of our principal banking subsidiaries and other core group 
companies, and monitors how the group’s liquidity risk is being managed 
as a whole.

Our Board of Directors determines the basic matters pertaining to 
liquidity risk management policies. The Risk Management Committee of 
Mizuho Financial Group broadly discusses and coordinates matters 
relating to the basic policies in connection with the liquidity risk 
management, operations, and monitoring, as well as proposes responses 
to emergencies such as sudden market changes. Our Group CRO is 
responsible for matters relating to liquidity risk management planning and 
operations. Our Risk Management Department is responsible for 
monitoring, reporting and analyzing liquidity risk, making proposals in 
connection with liquidity risk, and formulating and implementing plans 
relating to liquidity risk management. In addition, our Group CFO is 
responsible for matters relating to the planning and operation of funds 
management, and the Financial Planning Department is responsible for 
its monitoring and also for planning and implementing measures relating 

to funds management to maintain appropriate funding liquidity. Reports 
on the liquidity risk management are submitted to our Board of Directors, 
the Risk Committee, the Executive Management Committee, our 
President & Group CEO, and the business policy committees, 
respectively on a regular basis.

For the purpose of managing the liquidity risk of our principal banking 
subsidiaries and other core group companies, Mizuho Financial Group 
regularly receives reports from each of them to properly identify and 
manage their liquidity risk. These subsidiaries and core group companies, 
which account for most of the Mizuho group’s exposure to liquidity risk, 
establish their basic policies based on ours, and their boards of directors 
determine important matters relating to liquidity risk management.

We mainly manage liquidity risk through the frameworks of "liquidity 
categorization" and "liquidity risk management indicators".

As for Japanese yen, we set limits on funds raised in the market for each 
of our principal banking subsidiaries and other core group companies 
based on a number of time horizons taking into account the 
characteristics and strategies of each company. As for foreign 
currencies, we conduct daily stress tests based on a combination of 
market-wide factors and idiosyncratic factors of the group for each 
company to verify the sufficiency of liquidity reserve assets and the 

effectiveness of our liquidity contingency funding plans. 

The thresholds for liquidity risk management indicators are discussed 
and coordinated by the Risk Management Committee, discussed further 
by the Executive Management Committee, and determined by our 
President & Group CEO. A violation of threshold is immediately reported 
and addressed in accordance with pre-determined procedures.

Liquidity risk management

 Basic approach

 Liquidity risk management structure

 Liquidity risk management method

Liquidity risk management indicators

We have established a group-wide framework of assessing the 
levels of the liquidity risks by categorizing them into “normal”, 
“anxious”, and “crisis”, to reflect the funding conditions. In 
addition, we set early warning indicators (EWIs) and monitor on a 

daily basis to manage the funding conditions. The EWIs include 
stock prices, credit ratings, amount of liquidity reserve assets such 
as Japanese government bonds, our funding situations, etc.

Liquidity categorization
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We define operational risk as the risk of losses that may be incurred
resulting from inadequate or failed internal processes or systems,
human error, or external events. We control operational risk
management for the Mizuho group as a whole. Considering that
operational risk includes information technology risk, operations risk,
legal risk, human capital risk, tangible asset risk, and regulatory risk, 

we have separately determined the fundamental risk 
management policies for these different types of risk. We
manage the operational risk associated with our principal banking
subsidiaries and other core group companies while monitoring the
state of group-wide operational risk.

Operational risk management

 Basic approach

Definition Principal risk management methods

Information
technology risk

Risk that customers may incur losses or our group companies may incur losses due 
to problems (e.g. malfunctions, disruptions, etc.) with the computer systems or 
improper use of the computers in these systems, which cause disruptions of the 
services provided to customers, or have significant impact on settlement systems, 
etc.

• Identify and evaluate the risk by setting specific standards that need to be 
complied with and implementing measures tailored based on evaluation results to 
reduce the risk.

• Ensure ongoing project management in systems development and quality control.
• Improve effectiveness of emergency responses by improving backup systems and 

holding drills.

Cybersecurity risk

Risk that Mizuho group may incur tangible or intangible losses due to cybersecurity-
related problems that occur at the group and/ or at its clients, along with 
organizations, etc. that have a business relationship with the group, such as outside 
vendors and goods/ services suppliers.

• Promote the sophistication of cybersecurity management systems, including those 
of the group, the global, and third parties, through measures such as identifying 
vulnerabilities, strengthening monitoring systems, strengthening incident response 
capabilities, and developing governance systems.

Operations risk

Risk that customers may incur losses or the group may incur losses due to the 
disruption of services to customers or major incidents affecting settlement systems, 
etc., as a result of inadequate operations caused by fraudulent acts, errors or 
negligence, etc., of senior executives or employees, or inadequacies in the 
operational structure itself.

• Establish clearly defined procedures for handling operations.
• Periodically check the status of operational processes.
• Conduct training and development programs led by Head Office.
• Introduce information technology, office automation, and centralization for 

operations.
• Improve the effectiveness of emergency responses by holding drills.

Legal risk Risk that the group may incur losses due to violation of laws and regulations, breach 
of contract, entering into improper contracts, or other legal factors.

• Review and confirm legal issues, including the legality of material decisions, 
agreements and documents for external consumption, etc.

• Collect and distribute legal information and conduct internal training programs.
• Analyze and manage issues related to lawsuits.

Human capital risk

Risk of damages to employees due to inappropriate working conditions, workplaces, 
or safety conditions, and that the group may suffer tangible and/or intangible losses 
due to not being able to build an adequate talent portfolio resulting from human 
capital losses following outflow of talent and decline in abilities and skills, and/or not 
being able to make extensive use of human capital following a decline in employee 
engagement.

• Status of talent outflow (status of voluntary resignations, mid-career hiring)
• Working conditions (status of incidences of harassment or bullying, employee 

engagement)
• Status of maintaining adequate staffing (status of maintaining adequate personnel 

with specific abilities and/or skills)

Tangible asset risk
Risk that the group may incur losses from damage to tangible assets or a decline in 
the quality of the working environment as a result of disasters, criminal actions, or 
defects in asset maintenance.

• Manage the planning and implementation of construction projects related to the 
repair and replacement of facilities.

• Identify and evaluate the status of damage to tangible assets caused by natural 
disasters or other causes, and respond appropriately to such damage.

Regulatory risk Risk that the group may incur losses due to changes in various regulations or 
systems, such as those related to law, taxation, and accounting.

• Understand important changes in regulations or systems that have significant 
influence on our business operations or financial condition in a timely and accurate 
manner.

• Analyze degree of influence of regulatory changes and establish countermeasures.
• Continuously monitor our regulatory risk management mentioned above.

We also recognize and manage information security risk and compliance risk, which constitute a combination of more than one of the above components, as 
operational risk.
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Our Board of Directors determines basic matters pertaining to 
operational risk management policies. The Risk Management Committee 
of Mizuho Financial Group broadly discusses and coordinates matters 
relating to basic policies in connection with operational risk management, 
operational risk operations, and operational risk monitoring. The Group 
CRO is responsible for matters relating to operational risk management 
planning and operations. The Risk Management Department of Mizuho 
Financial Group is responsible for monitoring market risk, reporting and 

analyzing, making proposals, setting limits and guidelines, and formulating 
and implementing plans relating to operational risk management.

Mizuho Financial Group manages the operational risk conditions of the 
entire group based on reports from the core group companies regarding 
their operational risk management. In particular, companies for which the 
impact of operational risk is deemed to be high set their own basic 
policies, similar to Mizuho Financial Group itself, and the board of 
directors of the individual company determines important matters 
regarding operational risk management.

 Operational risk management structure

To manage operational risk, we set common rules for data gathering to 
develop various databases shared by the group and measure operational 
risk on a regular basis, applying business indicators based on financial 
statements and internal loss data related to operational risk 
appropriately. We have established and are strengthening management 
methods and systems to appropriately identify, assess, measure, 
monitor, and control the operational risks that arise from the growing 
sophistication and diversification of financial operations and 
developments relating to information technology by utilizing control 

self-assessments and improving quantitative management of operational 
risk.

• Control self-assessments
An autonomous method of risk management in which risk inherent in 
operations is identified and, after evaluating and monitoring risks that 
remain despite implementing risk control, the necessary measures are 
implemented to reduce risk.

 Operational risk management method

As shown in the table on the previous page, we have defined each 
component of operational risk, and we apply appropriate risk 

management methods in accordance with the scale and nature of each 
risk.

 Definition of risks and risk management methods

We have adopted the Standardized Measurement Approach (SMA) 
for the calculation of operational risk equivalent in association with 
capital adequacy ratios based on the Basel Accords. However, we 
use the Basic Indicator Approach for entities that are deemed to be 
less important in the measurement of operational risk equivalent.

The measurement results under the SMA are used not only as the 
operational risk equivalent in the calculation of capital adequacy 
ratios but also, for internal management purposes, as the 
operational risk amount that is calculated by applying a set 
multiplier to the operational risk equivalent.

 Measurement of operational risk equivalent
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We define cybersecurity risk as the risk that the group may incur 
tangible or intangible losses due to cybersecurity-related 
problems that occur at the group and/or at its clients, along with 
organizations, etc., that have a business relationship with the 
group, such as outside vendors and goods/services suppliers. 

Mizuho Financial Group manages cybersecurity risk for the 
group as a whole. Specifically, Mizuho Financial Group 
establishes the group’s fundamental cybersecurity risk policy to 
manage major group companies, and monitors and manages the 
cybersecurity risks of the group as a whole.

 Cybersecurity risk management structure

At Mizuho Financial Group, the Board of Directors deliberates 
and resolves fundamental issues related to cybersecurity risk 
management. The Board of Directors receives reports from the 
Group Chief Information Security Officer (CISO) on cybersecurity 
risks that may have an impact on management policies and 
strategies, annual business plans, medium- to long-term 
business plans, etc., other cybersecurity risks that the Board of 
Directors should be aware of from a medium- to long-term 
perspective, and important matters such as the status of risk 
control. 

The Risk Committee and the IT / Digital Transformation 
Committee, both of which are advisory bodies to the Board of 
Directors, each receive reports from the Group CRO on the 
status of comprehensive risk management and from the Group 
CISO on basic matters related to cybersecurity risk 
management, evaluate conformity with our basic management 
policies and the appropriateness of our cyber initiatives, and 
present recommendations or opinions to the Board of Directors. 

Based on the instructions of the Group CISO, the Cybersecurity 
Management Department identifies the location and magnitude 
of possible cybersecurity risks through evaluation informed by 
the characteristics of our business and systems. It formulates 
appropriate measures in light of the risks identified, and builds 
capacity for rapid response in the event of cyberattacks. The 
department also gathers day-to-day information on increasingly 
serious cyberattacks and developments in defensive 
technologies, and works ceaselessly to implement the plans it 
has formulated for the further enhancement of cybersecurity. 

The Cybersecurity Management Department reports to the 
Group CISO on the status of cybersecurity risk management, and 
the Group CISO reports, and if applicable, submits proposals for 
deliberation, to the Management Committee via the IT Strategy 
Promotion Committee and to the Board of Directors, each on the 
status of our cybersecurity measures, with the aim of developing 
and strengthening a system for ensuring cybersecurity.

 Basic approach

Cybersecurity risk management

Mizuho Financial Group promotes cybersecurity risk 
management measures across the group, globally and in our 
supply chains. Specifically, the Mizuho-CIRT1 and other highly 
qualified professionals are deployed, and a 24-hour, 365-day a 
year monitoring system is in place using an integrated SOC2, 
while making full use of intelligence and advanced technologies 
in cooperation with external specialized agencies.

Our systems have a virus analysis and a multi-layered defense 
mechanism, and we are working to strengthen our resilience by 
implementing TLPT3 to test the effectiveness of these technical 
measures and the effectiveness of the response process.

We confirm in advance the security management preparedness 
of third parties such as cloud service providers that provide 
outsourcing and cloud services, including their preparedness to 
respond in the event of a cyber incident. In our day-to-day 
security management we strive to monitor the occurrence of 
third-party cyber incidents and respond appropriately to risks 

when there is concern about the impact on the group, as well as 
carrying out periodic assessments to ensure that full 
preparedness is maintained.

In order to evaluate the maturity of these cybersecurity 
measures, we refer to third party assessment by the 
Cybersecurity Assessment Tool of the Federal Financial 
Institutions Examination Council (FFIEC) and the Cybersecurity 
Framework of the National Institute of Standards and 
Technology (NIST). In the unlikely event that a cyber incident is 
detected, or if it is determined on firm grounds that the likelihood 
of a cyber incident occurring is very high, the Cybersecurity 
Management Department will report the cyber incident to the 
Group CISO. The Group CISO reports to the Executive 
Management Committee and the Board of Directors when 
particularly important incidents occur or are likely to occur.

Based on the instructions from the Group CISO, the 
Cybersecurity Management Department monitors the cause of 

 Cybersecurity risk management method
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1. Cyber Incident Response Team (incident response teams that specialize in information security issues within the organization)
2. Security Operation Center (a specialized team that monitors and analyzes threats to information systems in organizations such as other corporates)
3. Threat-Led Penetration Testing (evaluation of systems and response processes by analyzing targeted threats and simulating attacks)

the incident (including incidents for which the likelihood of 
occurrence is determined on firm grounds to be very high) and 
the nature and extent of the damage or expected damage, and 
supports the formulation of effective containment, eradication, 
and recovery measures, analyzes attack methods or expected 
attack methods based on cyber-incident information, and 
conducts incident response.

Even after incident recovery, the Cybersecurity Management 
Department monitors changes that could lead to cyber incidents 
in the group and promptly reports to the Group CISO when a 
breach of the threshold is identified. In addition, the 
Cybersecurity Management Department analyzes and evaluates 
the status of causes and risks, and implements necessary 
measures after consulting with the Group CISO on the response 
policy.

Reputational risk management

We define reputational risk as the risk that the Mizuho group may 
incur tangible or intangible losses due to adverse effect to our 
reputation or Mizuho’s brand when services provided by or 
activities conducted by the Mizuho group, officers, or employees, 
are recognized as deviating from the expectations and requirements 
of stakeholders, including customers, employees, the economy, and 
society.

We supervise reputational risk management for the Mizuho group. 
Specifically, we establish the group’s basic policies pertaining to 
reputational risk management, manage core group companies, and 
monitor how the group’s reputational risks are being managed as a 
whole.

 Basic approach

Our Board of Directors determines the Mizuho group’s basic matters 
pertaining to reputational risk management. In addition, the business 
policy committees (specifically the Risk Management Committee) 
comprehensively deliberate and coordinate basic policies pertaining 
to reputational risk management, and matters relating to operations 
and monitoring. The Group Chief Strategy Officer (Group CSO) is 
responsible for matters relating to planning and operation of 
reputational risk management. The Public Relations Office conducts 
monitoring and reporting of reputational risks and analyses and 
suggestions thereof, and carries out planning and promotion of basic 
matters pertaining to reputational risk management. 

Reports on reputational risk situations are made on a regular basis to 
the Group CSO and the business policy committees. Regarding the 
reputational risk management of the core group companies, we 
identify and manage reputational risks appropriately by receiving 
their reports on a regular basis. In particular, individual companies 
which account for a large part of the group’s reputational risks 
establish their own basic policies, and the board of directors of the 
individual company determines important matters pertaining to 
reputational risk management.

 Reputational risk management structure

We control reputational risks by carrying out centralized monitoring and 
management of the information that is deemed to have a great impact on 
our group management, and creating an appropriate management 
structure suited to the scale and nature of risks, etc.

We endeavor to prevent the materialization of reputational risks 
beforehand and minimize losses by identifying reputational risks earlier 
and responding appropriately in terms of urgency and impact.

 Reputational risk management method
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We define model risk as the risk of the Mizuho group incurring tangible 
and intangible losses due to decision-making based on an inadequate or 
failed model and/or inappropriate use of a model.

In recent years, against the backdrop of the wider and more complex 
business operations of financial institutions and technological innovations 
such as artificial intelligence, the opportunities to use models in the 
operations of financial institutions have been expanding, and their 
materiality and impact have been increasing. Under such circumstances, 
there is a growing need to manage model risk by focusing on the risk of 
tangible and intangible losses arising from decisions based on improper 
development and inappropriate use of these models. 

We supervise model risk management for the Mizuho group and are 
promoting comprehensive and effective model risk management 
throughout the group. Specifically, we have finalized a complete model 
survey on a group and global basis covering all business categories, 
including banking, trust banking, and securities businesses, and covering 
all of the regions of Japan, the Americas, EMEA and Asia-Pacific. With 
the commitment of senior management, we have introduced a 
framework to visualize and manage the status of model risk, and we 
continue to promote effective model risk management on a risk-based 
approach.

 Basic approach

Model risk management

Our Board of Directors determines the Mizuho group’s basic 
matters pertaining to model risk management. In addition, the 
business policy committees (specifically the Risk Management 
Committee) comprehensively deliberate and coordinate basic 
policies pertaining to model risk management, and matters relating 
to administration and monitoring. Our Group CRO is responsible for 
matters relating to planning and administration of model risk 
management. The Risk Management Department is responsible for 

monitoring model risks, making reports, analyses, and proposals, 
etc., and makes and promotes plans for model risk management. 

We manage model risk situations for the entire group based on the 
reports received from the core group companies on their model risk 
management. In particular, individual companies which are 
determined to be highly susceptible to model risks establish their 
own basic policies, and their respective boards of directors 
determine important matters pertaining to model risk management.

 Model risk management structure

Our model risk management is carried out through model testing, 
monitoring, etc. by the first line of defense, which consists of model 
owners, users, developers, etc. and through model validation and 
other methods by the second line of defense, which controls model 
risk via reviewing and challenging the first line of defense in every 

step of model identification, development, use, change, and exit. 
Furthermore, we carry out model risk management based on a 
risk-based approach with weighting according to the materiality 
and impact of the models.

 Model risk management method

Third-party risk management

At Mizuho Financial Group, third-party risk is defined as “risk that 
emerges at the company or the group arising from third parties with 
which the company or the group has business contractual 
relations”, and it is positioned as complex risk comprising each risk 
of market risk, credit risk, liquidity risk, and operational risk. Based 
on the importance of relations with third parties in the group’s 
operations, the company recognizes risk pertaining to third parties 

as the risk of the company and the group itself, and we ascertain, 
assess, and respond to risk appropriately from the perspectives of 
sound management, appropriate operations, customer protection, 
and business continuity, and thus ensure the proper execution of 
operations via third parties and other sound and appropriate 
operations. Mizuho Financial Group oversees the third-party risk 
management of the group.

 Basic approach
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Our Board of Directors determines the Mizuho group’s basic 
matters pertaining to third-party risk management. The Risk 
Management Committee of Mizuho Financial Group broadly 
discusses and coordinates matters relating to basic policies in 
connection with third-party risk management, third-party risk 
operations, and third-party risk monitoring. The Group CRO of 
Mizuho Financial Group is responsible for matters relating to third-
party risk management planning and operations. The Risk 
Management Department of Mizuho Financial Group is responsible 
for monitoring, reporting and analyzing liquidity risk, making 

proposals in connection with third-party risk, and formulating and 
implementing plans relating to third-party risk management. 

Mizuho Financial Group manages the third-party risk conditions of 
the entire group based on reports from the core group companies 
regarding third-party risk management. In particular, individual 
companies that account for a large part of the group’s third-party 
risks establish their own basic policies, and the board of directors 
of the individual company determines important matters pertaining 
to third-party risk management.

 Third-party risk management structure

As a third-party risk management method, we identify third-party 
risk in a timely and accurate manner and respond appropriately 
through appropriate contracts with third parties, third-party 
assessment, and monitoring, and we monitor any concentration of 
risks in particular corporate groups. 

At Mizuho Financial Group, the assessment and monitoring 
conditions of third-party risk and monitoring of any concentration of 
risks in particular corporate groups are reported to the business 
policy committees (Risk Management Committee), the Executive 
Management Committee, and the President & Group CEO on a 
regular basis.

 Third-party risk management method

Our Board of Directors determines the Mizuho group’s basic 
matters pertaining to climate-related risk management. The Risk 
Management Committee of Mizuho Financial Group broadly 
discusses and coordinates matters relating to basic policies in 
connection with climate-related risk management, climate-related 
risk operations, and climate-related risk monitoring. The Group CRO 
is responsible for matters pertaining to the planning and operation 
of climate-related risk management. The Risk Management 
Department is responsible for the unitary identification of climate-
related risk, and conducts and advances basic planning regarding 
climate-related risk. Each office responsible for risk management 
ascertains where the climate-related risk it is responsible for exists 

and the scale of its impact in a timely manner and responds 
appropriately.

The climate-related risk conditions are compiled by the Risk 
Management Department and reported by the Group CRO to the 
Board of Directors and the Executive Management Committee, etc. 
Mizuho Financial Group manages the conditions of the group’s 
overall climate-related risk through reports on climate-related risk 
management from each core group company. In particular, 
individual companies which account for a large part of the group’s 
climate-related risk set their own basic policies, similar to Mizuho 
Financial Group itself, and the board of directors of the individual 
company determines important matters pertaining to climate-
related risk management.

 Climate-related risk management structure

As the climate-related risk management method, we assess the 
importance of the identified climate-related risks based on their 
impact and likelihood, and manage and respond appropriately as 

needed to highly important climate-related risks both qualitatively 
and quantitatively.

 Climate-related risk management method

Mizuho Financial Group defines climate-related risk as “the risk of 
suffering tangible or intangible losses when transition risk and 
physical risk arising from climate change manifest or amplify 
various other risks”. Transition risk refers to “risk caused by 
changes in the business environment with the transition to a 
decarbonized society”, and physical risk refers to “risk caused by 
changes in the physical impact accompanying climate change”.

Mizuho Financial Group oversees the group’s climate-related risk 
management. Specifically, we set the basic policy regarding 

climate-related risk management for the entire group and manage 
the core group companies.

We continuously enhance our ability to predict various changes 
related to climate change, pay attention to the potential impact of 
climate change, and manage climate-related risk from short-term 
and middle- to long-term perspectives. Also, to respond to the high 
expectations and demands of wide-ranging stakeholders, we 
conduct appropriate risk management based on the Mizuho Code of 
Conduct, Environmental Policy, and Basic Policy on Sustainability 
Initiatives.

Climate-related risk management

 Basic approach
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